***Introduction (200 words)***

*Brief summary of assessment/work carried out*

*Methodology used (with limitations)*

***Main Body (1600 words)***

**Findings**

*Summary of findings:*

* *List of security issues found.*
* *Summary of data (graphics and charts where possible).*

|  |  |  |  |
| --- | --- | --- | --- |
| **No.** | **Finding Description** | **Score** | **Criticality Rating** |
| 1 |  |  |  |
| 2 |  |  |  |
| 3 |  |  |  |
| 4 |  |  |  |

**Security Compliance**

*A section that evaluates the website against two security standards – one of which must be the GDPR directive.*

**Recommendations**

*Recommendations – with justifications, ordered by business priority based on risk. Standards compliance at the top.*

|  |  |
| --- | --- |
| **Priority** | **Recommendation** |
| 1 |  |
| 2 |  |
| 3 |  |
| 4 |  |

***Conclusion (200 words)***

*Conclusions – with justifications from the data.*
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